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1
Decision/action requested

It is proposed to rename EPS AKA* to 5G AKA throughout TS 33.501.
2
References

 [1]
3GPP TS 33.501 v020
3
Rationale

At SA3#87, the text on EPS AKA* in clause 6.1.3.2 of TS 33.501, v020, was agreed. It contains changes with respect to the version of EPS AKA* that was discussed at earlier meetings and had been documented in TR 33.899. One effect of the changes is that EPS AKA* now looks different from EPS AKA (as used in 4G) to all involved entities, while, for the earlier versions, EPS AKA* and EPS AKA looked the same to the UE, which provided at least some justification for keeping the ‘EPS’ in the name. 
This justification is now gone, and the use of ‘EPS’ in the name of an authentication protocol that is used purely for 5G may give rise to confusion. We therefore propose to rename EPS AKA* to 5G AKA throughout TS 33.501.
This renaming is also suggested by an EN in clause 6.1.1.1. The pCR below removes this EN. 

The pCR below does not make this substitutions of names throughout the current version of TS 33.501, as making the statement about the desired name change is clear enough for the rapporteur to implement. Furthermore, the rapporteur can do this once all the other changes to the current version of TS 33.501 have been implemented. 
4
Detailed proposal

********************Start of pCR***********************************
It is proposed to rename EPS AKA* to 5G AKA throughout TS 33.501.
********************next change***********************************

6.1.1.1
General

The purpose of the primary authentication and key agreement procedures is to enable mutual authentication between the UE and the network and provide keying material that can be used between the UE and network in subsequent security procedures. The keying material generated by the primary authentication and key agreement procedure results in an anchor key provided by the AUSF to the SEAF.

Keys for more than one security context can be derived from the anchor key without the need of a new authentication run. As a concrete example of this is that an authentication run over a 3GPP access network can also provide keys to establish security between the UE and a N3IWF used in untrusted non-3GPP access. 

In addition, the 5G security architecture also supports the feature that an authentication run alsomay can results in a key left at the AUSF based on the home operator's policy on using such a key.  

NOTE: This feature is an optimization that may be useful, for example, when a UE registers to different serving networks for 3GPP-defined access and untrusted non-3GPP access. (This is possible according to TS 23.501 [2].)
NOTE: In the present release, EAP-AKA' and EPS AKA* are the only authentication methods that are mandatory to support in UE and serving network, hence only they are described in clause 6.1.3. An example of how additional authentication methods can be used with the EAP framework is given in the informative Annex B. 


********************End of pCR***********************************

